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Introduction
Every business has got challenges that emerge either from sales, human resources, or the utilization of technology for optimum revenue generation. Turning our attention to the Health Infrastructure Services, Inc. (HISI), several threats to their business have been identified. In this essay, we shall develop a risk assessment model that not only addresses the threats but also offer rigid solutions to their existence. 
Risk assessment plan
In identifying the risks that the HISI firm is facing, we will have to utilize the following illustrated plan outline. 

Figure 1: Risk plan outline
Introduction to the plan
The above-outlined plan gives a go-ahead on how any risks that the HISI firm face can be identified, their impacts analyzed, resolved through risk response, and tracked to ensure that their occurrence is noticed in advance. It should be noted that different stages of the plan require different types of persons and actions. For example, every employee may be involved in the process of identifying the risks that the company is facing as they are entirely affected by these risks. However, it is up to the project manager, such as me, in deciding what actions may be taken in regards to addressing the risks identified. For example, a risk may be avoided, deferred, mitigated, transferred, and/or accepted by the firm. It is important to have this plan as it will help in both short and long-term solutions to the occurring problems. 
Scope and boundaries of the plan
The scope of this plan is not limited to any department or branch of the HISI firm. However, it is extended to all departments and the additional HISI firm’s office located in San Diego. Having no limits for this plan will aid in open identification of the risks as well as encouraging all company stakeholders to feel wanted by participating in the initial stages of the plan. 
Risk assessment approach summary
Many approaches can be used in assessing the risks that the HISI firm is facing. However, we shall only focus on using the ISO 27001 risk assessment approach that aids in the identification, analysis, and evaluation of the risks (Lopes, et al., 2019). This approach has got five steps (Hsu, et al., 2016) that can be exploited in full including the following. To begin with, a risk management framework is established and must address security requirements, risk scale, methodology, and risk appetite. Secondly, all possible risks are identified in every possible department. Thirdly, these risks are analyzed effectively. A good example is noted when a company’s employee mobile phone or computer is lost resulting in data loss if there is a lack of a policy of what should be done if such an asset is lost. The fourth step involves the evaluation of all risks by giving a rating of the risks, their probability of occurrence, and impact levels their outcomes may have. Finally, the risk treatment/mitigation solutions are identified for all risks recorded. 
Stakeholder roles in the plan
As earlier indicated, all employees will be involved in the identification of any possible risks that the company may face. However, the risk manager, I in person, will be responsible for the risk registry, risk assessment, risk response generation, and planning for the risk contingency. Besides, I will be responsible for risk response management, risk reporting, and timely tracking of the risks earlier noted. 
Proposed schedule for the risk assessment process
The table below summarizes the entire time that must be taken to develop, implement, and run the proposed risk plan. This plan may take up to 3 months to be completed as illustrated in table 1 below.
	Duration
	Details
	Time taken to cover the process

	Week 1
	Risk identification and responsibilities
	2 weeks

	Week 3
	Risk assessment
	1 week

	Week 4
	Risk response
	1 week

	Week 5
	Risk mitigation
	2 weeks

	Week 7
	Risk contingency planning
	1 week

	Week 8
	Risk tracking
	1 month


Table 1: Risk plan schedule
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