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Introduction
The paper will discuss the tenet of the CIA, issues related to SSL, and its remedies for solving the problems. The paper will provide a brief view of the IRP use by a small organization.    
Refection on Data Protection and CIA
From the scenario, an idea has evolved regarding the significance of maintaining data protection and confidentiality, integrity and availability (CIA) triad of an organization for reducing the breaching issues. I have learned that data security  must be the priority of a company to protect the information and data from breaching. In cybersecurity, two basic concepts are used for data protection, such as data in transit and data at rest (Hussain, Hussien, Abduljabbar, Hussain & Al Sibahee, 2018). Besides, I have evaluated that the CIA triad helps in securing the overall data and information from breaching so that the business cannot get affected by any third parties.            
Tenet of CIA triad
The tenet of the CIA triad that is applicable for the chosen scenario is the principle of integrity. The principle is designed to ensure that the information and data are unchanged and accurate and it has not been modified inappropriately (Surwade & Patil, 2019). However, this principle is correlated with the scenario on the fact of the low disk quota that is presented on the webserver.  For example, the scenario reveals that in the last audit, there was sufficient space in the disk for storing data, whereas currently, it was showing a low disk quota. In normal business operations, within some days, the disk quota cannot be lowered, and thus some breaching activities occur on the webserver that creates this low space in the disk. 


Issues with Secure Sockets Layer (SSL) and remedies of the issues
As per the selected scenario, the primary issues noted with SSL are it is time-consuming for diagnosing the breach source and not ideal for protecting the data securely on the webserver (Hussain, Hussien, Abduljabbar, Hussain & Al Sibahee, 2018). Another problem that facilitated the depreciation is that even using this SSL, no evidence of breaching, vulnerability, and irregularities is found in the system. These also represent the problems of using this technology.  
In order to overcome such problems, TLS should be incorporated by the company. TLS helps the company to diagnose the source of the breach in less amount of time than that of using SSL. By using this technology, the breaching activities can be noticeable by accessing control logs, and some irregularities should be noticed in the directory (Banerjee, Juvekar, Fuller & Chandrakasan, 2017). The technology also helps the CIRT team to investigate the matter easily and discuss with the supervisors facing any challenges.                            
Incident Response Plan
In a small organization, the CIRT must be prepared by considering an incidence response plan. The overview of this plan are provided below:
Gain administrative buy-in: The team leader should incorporate the trusted executives having knowledge in cybersecurity operations in the team. 
Confirm responsibilities and roles: Based on staffing guidelines, the leader distributes the role and makes an agreement with the employees involving with the team (Chandra, Sharma & Liaqat, 2019).
Critical assets documentation: The intellectual property and critical assets of the consumers should be mapped by web or source code so that the team can get breach notification if some entity tries to decode it.   
Establishing protocol and prepare conduction drills: The team lead follows a protocol and organizes periodic walks and drills through the process if breaching occurs.   
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Figure 1: The IRP of CIRT implementation for handling issues in a small organization
(Source: Chandra, Sharma & Liaqat, 2019)
Conclusion
The paper concludes that integrity is the CIA tenet that applicable for the scenario. By SSL, the companies face issues, and thus they should incorporate TLS for overcoming their challenges.     
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